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Special Ability:
As one action,
[give] or

[exchange] a

card to a player

anywhere on
the network.
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order of play
[zero-day exploit]

format string
vulnerability
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1. [action]
Take up to 3 actions:
[move], [compromise], [drop],
[give], [exchange], [pickup],
[recover]

2. [loot]
Draw 2 [lo0t!] cards. Resolve
[intrusion detected] and
[honeypot audit] cards.

3. [patch]
Draw and resolve [patch!]
cards, as indicated by the

compromise [infocon] level.
any node 4. [check]
Discard, to obey the hand
limit.

[intrusion detected]: Raise the [infocon]
level.

[honeypot audit]: Immediately draw a
[patch!] card. If the pictured [node] is
compromised, raise the [infocon] level.

[check]: The hand limit is five cards.
Every card in excess of the hand limit
must be discarded. You may play
[zero-day exploits] before discarding
them.

[patch] situations:

¢ Any [lo0t!] cards left on a [node]
being patched are discarded.

¢ If a player is on a node being
patched, she must [move] to a
compromised node (obeying normal
movement rules), then
[decommission] the node and its
[patch!] card.

® [zero-day exploits] can be used to
prevent all [patch] effects.
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