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College Trustworthy Logging for Distrit
1865 2-83605 more...

Interests

| have been interested in security in distributed systems for some time. Mostly of late that's been explored through looking at
applications of Trusted Computing technologies, particularly in cloud, mobile, and embedded applications - embodied now in the
concept of the Internet of Things. With my students, | have been looking for the architectural elements and design patterns
necessary to make trusted clouds and secure loT a reality. These ideas have the potential to transform how we think about
distributed systems and the security of information. | also have diversified interests around the security of systems and devices
in distributed systems, cloud and loT.

If you contact me about a DPhil place, please have something to say about what kind of research you would like to do - and why.
Show me that you have a fair idea what doing research in these areas would entail. I'm looking for a couple of pages of technical
dicussion - not a narrative form of your CV. Make sure you show you have read and understood a few relevant published research
papers.

Biography

| am on my third 'life"in Oxford: | studied for my first degree here, before working as an industrial Software Engineer at Praxis in
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NetworkPlus for Cyber Security Research
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identify emerging
global trends and
national strengths
in cyber security

* rigorous community-
led methodology

develop our
inclusive research
community

* regionally and

nationally

* SIGs, themed
workshops,
community events

support career
development

« cross-disciplinary

Headlines

a connection-point
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government, and the
third sector

* nationally and
internationally.
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Objectives

( )

Help to deliver the UK National Cyber Strategy (Cyber Ecosystem; Technology Advantage)

\_

VAN

>
To support, develop, and nurture research in cyber security within and across academic
disciplines, throughout the UK, with transformative challenge from wider stakeholder groups
\_

(Identify and articulate the need and opportunity for significant/game-changing new
developments in cyber security
.

VAN

>
Promote the development of a learned society in cyber security research to support a long-term

sustainable community
. J




Approach
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Workshops, . . . ) .
‘Horizon- topic- fSpeC|aI Pilot projects; Impact and Big .
scanning’ development, interest feasibility policy briefs community
sandpits groups studies events
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Governance: Executive (Lead and co-leads); CRANE Board; Independent Steering Group




Ecosystem: priorities
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Developing Inte’?rzgtlng Reaional 'l.';'i'.lnternational

Researcher Academi Partnerships St 9 th ~ knowledge

Careers cademic rengths exchange
Community

Mentoring scheme; E(i)CR opportunities; Shadow Board; Funding and admin support for grassroots
Purposeful events planning; national, regional, hybrid. Carbon footprint-aware. Diverse interaction modes.



Learned Society

‘ Cyber security research is not bounded: the need will not end.
‘ Community created by CRANE should not end either.
‘ Many activities can out-live the EPSRC funding.
‘ A new learned society is planned, to coordinate this.
. Emphasis on inter-disciplinary research in cyber security.
‘ Complementary to other professional societies.

‘ Details will develop through the lifetime of CRANE.
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CRANE and CyBOK

 CRANE and CyBOK are entirely separate
« Andrew Martin in the intersection of the two leadership groups
 Both are for the community, by the community

» CyBOK concentrates on documenting established knowledge in
cyber security
« CRANE concentrates on research leading to new knowledge

» We will discover some benefits of co-evolution as time goes by
» CyBOK KAs can help to describe CRANE themes
» CRANE can help by proposing change requests to CyBOK
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»

CRANE

NetworkPlus for Cyber Security Research

Applicant Options

We're hirin

Job Details

CRANE Programme Manager (Chief Operating Officer)
Computer Science - Wolfson Building, Parks Road, Oxford, 0X1 300
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