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HISTORY OF THE COUNCIL

UK Government Natlonal CYber HM Government

Security Strategy

NATIONAL CYBER SECURITY

1) Develop and accredit the cyber
security profession

STRATEGY 2016-2021

2) Focal point which can advise,
shape and inform national policy
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VISION

To create a world where the whole of
society is safe and secure in cyber space

MISSION

To enhance and expand the nation’s cyber

skills, knowledge and profession at every
level
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THE STRATEGY

Pillar One
The UK Cyber Ecosystem

Objective 2

Enhance and expand the nations cyber
skills at every level, including through
a world class and diverse cyber
security profession that inspires and
equips future talent

&

HM Government

National
Cyber
Strategy 2022

Pioneering a cyber future with
the whole of the UK
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Cyber security
skills in the UK
labour market
2022

Cyber Skills Gap

Findings report
Gabriele Zatterin, Grace Atkins, Alex Bollen and Jayesh Navin Shah, Ipsos
al d

2020/21 -10,000

aldson, Perspective Economics

2021/22-14,100
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» THE UK CYBER SECURITY COUNCILS
FIVE PILLARS

Professional
Standards
Setting the
standards for
practitioners
across the sector
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Professional
Ethics
Creating and
ensuring cyber
professionals

adhere to our
Code of Ethics

Careers &8
Learning
Providing
guidance on
how to join and
progress within
cyber security
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Ovutreach & Thought
Diversity Leadership &
Striving for an Influence

inclusive and
representative
sector

Positioning the
Council as the
voice of the
profession
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THE TECHNICAL AND FUNDING PARTNERS

22

Department for

lkCYBER Science, Innovation
COUNCIL & Technology

THE CHARTERED INSTITUTE
FOR CYBER SECURITY

National Cyber

s~ | Security Centre
a part of GCHQ
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THE ECOSYSTEM PARTNERS

a2 |National Cyber
=2~ |Security Centre
a part of GCHQ COUNCIL
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UK Cyber Cluster Collaboration

Member Organisations

UK Department e
R teCh for Work & ety

Department for " ‘ 4 :
Science, Innovation The Scottish Cabi
& Technology Government

Pens'ons Welsh Government

 Ministry

W of Defence

Department for
International Trade
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LEXICON

Standards
Work Programme

Careers & Learning
Work Programme
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CyBOK

National Cyber gCYBER

=ra | Security Centre \COUNCIL
a part of GCHQ THE CHARTERED INSTITUTE

FOR CYBER SECURITY

CYBER
4 SECURITY
COUNCIL®




CYBER FRAMEWORKS

LHESEFIA

Skills Framework for the Information Age
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European Network
x and Information

4 ¥ Security Agency
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THE ROYAL CHARTER PROFESSIONAL TITLES

*Charter - ChCSP
“*Principal - PCSP
+*Associate - ACSP
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THOUGHT LEADERSHIP & INFLUENCE
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\ Expert Advisory Group
. - CyBCK
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Digital Fonsnisics Cyber- Threat Cyber Secyrity Cyber Security
Intelligence Generalist Management

A 0y

Network Monitoring
Incident Response & Intrusion
Detection

The Careers Route Map:
@4 @ pathways for the 16

e |
specialisms in cyber security.

I\Vﬂulnerablhty Security Testing
anagement - . :
Pick a specialism to find out more.
Cryptography &
Communications Secure Operations
Security
% & “ Gz
= ?
0 2. .
Identity & Access Secu‘r niystain Cyber Security Audit Data Protection &
Architecture & .
Management & Assurance Privacy

Design



ROYAL CHARTERED PROFESSIONAL REGISTRATION
PILOT - SPECIALISMS

1 2 3

Summer 22 Autumn 22 Winter 23 ?ﬁufn_"lgr}?

AN

Summer 22 Summer 23

Pilot TBC

Secure System Security Secure Cyber Security

Architecture & Testing Operations Management
Design

Autumn 22 Spring 23 I
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APPLICATION & LICENSING MODEL
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SUMMARY

COLLABORATION AGILE
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=  JOIN WORKING GROUPS EWETGE,, INVDLVED“
=  APPLY TO BE AN ASSESSOR CARE ASK
H[IF’EPE A[:E H I.P nuﬂ ATE COMMUNTY BELEVE
=  JOIN US AS A MEMBER ORGANISATION Ao il

alvnersioh, o ¢ STeS41058

= APPLY FOR A PROFESSIONAL TITLE

= APPLY TO BE A LICENSEE ORGANISATION

= APPLYTO BE ON ATECHNICAL ADVISORY PANEL

= SUBSCRIBE TO OUR NEWSLETTER/CONNECT ON SOCIAL MEDIA
= OFFER SPACE FOR BRIEFINGS/MEETINGS

= ATTEND OUR EVENTS
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THE CHARTERED INSTITUTE
FOR CYBER SECURITY
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ELEVATING WOMEN IN CYBER

N !

UK WIDE NATIONAL SYMPOSIUM ~ “A " 2

FOR FURTHER INFORMATION & REGISTRATION DETAILS
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UK Cyber Security Council
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SUBSCRIBE TO OUR NEWSLETTER
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