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CHANGE LOG

Version date Version number Changes made
July 2021 1.0.1 Version updated in line with KA version 1.0.1
October 2019 1.0
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decentralised P2P models

attacking P2P systems

coordinated resources clustering

coordination classes and attackability

decentralised point-to-point interactions across distributed entities without a centralised coordination service

coordinated clustering across distributed resources and services

P2P

Kademlia

Napster

Gnutella

wireless sensor networks

online gaming systems

coordination of resources vs coordination of resources

client-server models

n-tier multi tenancy models

clouds

databases

ledgers

storage systems

public

private

hybrid

multi-cloud

big data services

high performance computingaccess/admission control & ID management

data transportation

resource management and coordination services

data security

confidentiality integrity and availability

side channel attacks

data consistency

principles

unstructured P2P protocols

structured P2P protocols

hybrid P2P protocols

hierarchical P2P protocols

symmetry of interfaces

resilience to perturbations

survivability through replication

peer resources at the network's edge

address variance

message passing

distributed hash table

functional elements

attack types

P2P operations

P2P data structures

mitigations

denial of service (DoS)

collusion attacks

pollution attacks

white washing

routing attacks

buffer map cheating attacks

sybil attacks

eclipse attacks

routing table poisoning

localised eclipse attacks

topology aware localised eclipse attacks

outgoing eclipse attacks

systems coordination styles

reliable and secure group communication

coordination principles

replication management and coordination schema

synchronous

asynchronous

partially synchronous

consensus

group membership and consistency

agreement

validity

termination

strong consistency models

weak consistency models

strict consistency

linearisability

sequential consistency

causal consistency

eventual consistency

CAP

replication and coordination

Paxos

Byzantine Fault Tolerance

commit protocols

consistency

availability

partition

classes of disruptions

resource coordination class

services coordination class

timing based

value based

characteristics

cloud model

IaaS

PaaS

operational attributes

client-server model

attackability implications
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