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The CyBOK project would like to understand how the CyBOK is being used and its uptake.
The project would like organisations using, or intending to use, CyBOK for the purposes
of education, training, course development, professional development etc. to contact it at
contact@cybok.org to let the project know how they are using CyBOK.
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Version date | Version number Changes made

July 2021 1.0.1 Version updated in line with KA version 1.0.1
October 2019 | 1.0
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