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CHANGE LOG
Version date | Version number Changes made
July 2021 1.0.2 Version updated in line with KA version 1.0.2
March 2021 1.0.1 SOAR acronym updated, and version updated in line with
KA version 1.0.1
October 2019 | 1.0
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human factors: incident management

follow up: post incident activities
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